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INTRODUCTION

The Voluntary Principles on 
Security and Human Rights

২֢չਸ਼֢ڄݺ澝㠀੧Џչਈ࢛੧Џङ
ѣЏͧȔѣЏȕͨ澝ளߣߑڄݺঈثыߓչ
ѣЏ॑ѫુѠ߄һգӯञङ՟ސՀЊдҼй
ઢ澞ثङߓҶչы؍

�������՟ՀЊސઍજӱ֨ҶЍउҏչґܔыߓ
ङ୍܈ͫۅઍѣЏչࡇ॑֝ͧԕܬளݺ
߶ԈпऩݐԚ֪ͨ֨॑ڢѫͫٗͫߣߑڄ
ङଋ३И۱ङڏગۅҁऀ澞ପଋثߎઢͫ
ՀЊސӲؔдЈவङਘ۠ԽөͫܶحѣЏ֨
ѕܔЈͫ߫ࠃਘंङੈߎЊׂߓы୍س
ћङੈ؍Ҷ澞ৰਖ਼ӱЇଚऩ߶ٷОґચ
пԽөӤؘͫݼ߄ѕћઍОથثઢؙٷ
ઑпԽөள୍ٯ澞
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Governments of the United States and the Unit-
ed Kingdom, companies in the extractive and 
energy sectors (“Companies”), and non-gov-
ernmental organizations, all with an interest 
in human rights and corporate social respon-
sibil i ty, have engaged in a dialogue on secu-
rity and human rights.

The participants recognize the importance of 
the promotion and protection of human rights 
throughout the world and the constructive role 
business and civil society - including non-gov-
ernmental organizations, labor/trade unions, 
and local communities - can play in advanc-
ing these goals. Through this dialogue, the 
participants have developed the following set 
of voluntary principles to guide Companies in 
maintaining the safety and security of their 
operations within an operating framework that 
ensures respect for human rights and funda-
mental freedoms. Mindful of these goals, the 
participants agree to the importance of con-
tinuing this dialogue and keeping under re-
view these principles to ensure their continu-
ing relevance and efficacy.

Acknowledging that security is a fundamen-
tal need, shared by individuals, communities, 
businesses, and governments alike, and ac-
knowledging the diff icult security issues faced 
by Companies operating globally, we recog-
nize that security and respect for human rights 
can and should be consistent;

Understanding that governments have the pri-
mary responsibil i ty to promote and protect hu-
man rights and that all parties to a conflict are 
obliged to observe applicable international hu-
manitarian law, we recognize that we share 
the common goal of promoting respect for hu-
man rights, particularly those set forth in the 
Universal Declaration of Human Rights, and
international humanitarian law;
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ৃ澝ѣЏչڄݺঈ۱һцͫ܈ٷઍ૧֢ੈ
ङѣЏவЛवࠗ۴ङ؍Ҷொ澞գͫޞઍજ
ӱ؍ҶЊ୍سыߓਈלЌځથީब▲ਚङ澞�

Ї剜િПߓыܔҏչґ֨ڄݺࣂ
ુѠͫ߄жঀङѠѾ▲ீڷୃސସ،ଠऀङ
澦֢எыଳࡣ澧澞գͫޞઍજӱ۩ћգ澦Ѝ
उы؛ߓઈ澧չ澦֢எыଳࡣ澧߄वһգङ
ऩ߶ͫԯҏ୍سыߓ澞



ͫۅङ୍ޅ؏ґஞѣЏմٗչીфઁڟ     
ѣЏ܈મऀգ۱֢֨؟ङگࡣब▲ਚङސ
ଠऀङ֢எ߶ӕͫҏ߂И政ઓڶੈ澞ڔ
ସ،ଠऀङ֢எࡣۼگࡣԽөͫػҿީ߄Ҽ
ыࡣۼ澦৻ՠ֢ͫײԽө澞ͧࡣۼԃ҅ऀङ࠶
մ੧О،ө澧չ澦৻ՠ֢Ҽйࡣۼыմ҅ऀߪ
Խө澧ͨߎԃङׂ࠶չݵ

րͫઍજڧङৃুސй֪ثԈࡴѣЏڿࡉ     
ӱОѺ֨߮п֪ސՇࣿӏॳङՕਈͫۅЊ
ߎО▲ڄݺ֢ߎ澝ڄݺѽ澝Бଳ֢֝ސ֪
֪Ԛङक़ӯҟӟ帖ࣣङџқ澞

ङ୍ুߓҶЊы؍ީێՕழङҒऀ߄ࣂ  
ۨୂӣ澞ઍજӱ֨ՉӱґۅإߘङەӑЈ
һцչࣲઆ۩ћ՟ਘҼй؍҄߂ҶҟࡣЊ३
Ҷঈ؍ҶЊड़ы؍ӑ澝Ҹһࣙߓы؟澝֢پ
澞ۅவԷङ୍ސ

      ۩ੜڄݺ֢ߎչךଆޞ߄ߣߑՕљ؍ؼҶ
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ଳ֢ͫڄݺ۩ћઍજӱҸ՛չࡇ॑֝֨ݵ
ܴпԊԃИՕљՇܼङ୍ҁऀ澞

Emphasizing the importance of safeguarding 
the integrity of company personnel and prop-
erty, Companies recognize a commitment to 
act in a manner consistent with the laws of the 
countries within which they are present, to be 
mindful of the highest applicable international 
standards, and to promote the observance of 
applicable international law enforcement prin-
ciples (e.g., the UN Code of Conduct for Law 
Enforcement Officials and the UN Basic Prin-
ciples on the Use of Force and Firearms by 
Law Enforcement Officials), particularly with 
regard to the use of force;

Taking note of the effect that Companies’ ac-
tivit ies may have on local communities, we 
recognize the value of engaging with civil so-
ciety and host and home governments to con-
tribute to the welfare of the local communi-
ty while mitigating any potential for confl ict 
where possible;

Understanding that useful, credible informa-
tion is a vital component of security and hu-
man rights, we recognize the importance of 
sharing and understanding our respective ex-
periences regarding, inter alia, best securi-
ty practices and procedures, country human 
rights situations, and public and private secu-
rity, subject to confidentiality constraints;
  
Acknowledging that home governments and 
multi lateral institutions may, on occasion, as-
sist host governments with security sector re-
form, developing institutional capacities and 
strengthening the rule of law, we recognize 
the important role Companies and civil soci-
ety can play in supporting these efforts;

We hereby express our support for the fol-
lowing voluntary principles regarding securi-
ty and human rights in the extractive sector, 
which fall into three categories, risk assess-
ment, relations with public security, and rela-
tions with private security:
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ՃЊड़ੈ؍ҶୂङҼ澞
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ѣЏिߊչߊੈङۨԅ澝ثйыߓङҏ
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ଠځЉލՊԗङەӑ澝ߒזङق࡞ݺԎ澝
Ԏͫґڥӑ澝Ӌࣙӑչ॑ѫࣙࡣۼԎ澝ڥࡺ
ܴЊ֪ৃুސչؒڄݺմङݼۨ߄ئङҼ澞

ЇՈӐйђچ३םڮகછѳङૅߒז
ͫێङՕழҒޏߊதङ澝ؔࡍંઅך
пҒێङ࢛ߛԕڄݺސ֪ܬ澝֢ڄݺ؟澝؍
Ҷߣߑ澝ҿѕѣЏ澝ڄݺ֢ߎ澝ךଆߣߑչ
தङҒݶ۱ߧײ॑֝澞ࡇӑङە֪ڢ崘ࣅ
Фଇӱڄݺ॑֝љՃࡇҼ߄ѣЏ澝֨ێ
дם߂३چङһцͫ▲ҒێՕਈѫள߄ٯ
ҁऀ澞

政ઓпପऀԽөङգͫޞઍજӱতे
Ќݼ߄ङகછѳͫځৰਖ਼Јӧ֜প

The abil ity to assess accurately risks present 
in a Company’s operating environment is crit-
ical to the security of personnel, local com-
munities and assets; the success of the Com-
pany’s short and long-term operations; and to 
the promotion and protection of human rights. 
In some circumstances, this is relatively sim-
ple; in others, it is important to obtain ex-
tensive background information from different 
sources; monitoring and adapting to changing, 
complex polit ical, economic, law enforcement, 
mil itary and social situations; and maintain-
ing productive relations with local communi-
ties and government officials.

The quality of complicated risk assessments 
is largely dependent on the assembling of reg-
ularly updated, credible information from a 
broad range of perspectives - local and nation-
al governments, security f irms, other compa-
nies, home governments, multi lateral institu-
tions, and civil society knowledgeable about 
local conditions. This information may be most 
effective when shared to the fullest extent pos-
sible (bearing in mind confidentiality consid-
erations) between Companies, concerned civil 
society, and governments.

Bearing in mind these general principles, we 
recognize that accurate, effective risk assess-
ments should consider the following factors:

Identification of security risks. Security 
risks can result from polit ical, economic, civil 
or social factors. Moreover, certain personnel 
and assets may be at greater risk than oth-
ers. Identif ication of security risks allows a 
Company to take measures to minimize risk 
and to assess whether Company actions may 
heighten risk.

Potential for violence. Depending on the en-
vironment, violence can be widespread or l im-
ited to particular regions, and it can develop 
with l itt le or no warning. Civil society, home and 
host government representatives, and other 
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ԃՕङЉգͫԂ澞҉݇࣪ޛࣩ֧ࢋ
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ѫ֨ЉऽЉИՇي澞ࡇ॑֝澝ڄݺ֢ߎ
չБଳ֢ڄݺङї੮љՃҿѕ՟ځސથପଋ
ԣͫ܇ӟं֨ࢪԃ۱ߛ٫ङக澞Од
થ֨ѣځչஅऩङͫகછѳࡹਃ澝ݾ
ЏੈԚֿӄ߲ࠒԃङঝֺ澞

RISK ASSESSMENT   ੪ Ѳ



     

ъڢ澞੧கછѳूڢځ९Օڱӱ
ङыߓઓͫڣпઓڣԕ॑ܬѫ؍࡞ङͫӕ
Ӌзୂङ֪ͫސչ֢ୂࡣۼ؟ङͫљՃ
Зы؍ҶҒઉઓڣ澞ثйଋԾङҍߓЊܶݏ
ङдઆͫ߄ԉйѣЏହҲ୍式ଁͫଐਈҏ
ҿુѠۅ澞Їଚ֝ѽߧײਈלљڔސگࡣ
ͧԯͫЊଠऀङ֢எ߶ӕब▲ਚङځͨڔސ
ӑͫՕ҅Ҹ՛ӲؔӟଠՠથەԃЉգङث
ੈ࣪ङޑݒ澞

ҼЊߑ߲ࠒސৰਖ਼֪ڢځ澞கછѳࡄ
՛ୂࡣਈלએबҼङୂљ୍سੴճߓӯ
ङࣲהڔސ⛗恠ыߓչଔՆ֢எыଳࡣङ੧
О澞

ӎूӢ߅澞જӰչࣲઆ֪ސӏॳङߎ߿Խ
֜չͫૅۅдઆыߓչ֢எыଳࡣ߶ӕङସ
،३ثͫچйӲؔ۫ऋݺঌӀحܶ߄۞Уͫ
п۫ऋݺঌՕऀйࣲѣЏ澝֪ৃুސ澝
ѣЏմչٗѫ澝Бଳ֢ڄݺФङҼ澞
கછѳЭځથৰਖ਼ߛߌӏॳङՕਈۅ澞

੦ૃהਫ਼澞֨О॑ѫ؍࡞չड़ыґ҈ݕ؍
ગͧוԕܬਚոչளਚոङગͨוङ֪ͫސ
ѣЏڢځৰਖ਼࠴ঝએङக澝बҼङӟՍ
કՕͫࡌչӗصՕङਈଭۨિவڧր
ङޑݒङՕ੧ͫۅԕܬஅՕحਚЉੂڢՈ
۪ܽऀગͧוђ৲ږՇҍࣘыͨߓङޑݒ澞
੧கછѳͫޞѣЏځથҙ࠴ӹࢄՃગ
એङबҼзў澞ו

sources should be consulted to identify risks 
presented by the potential for violence. Risk as-
sessments should examine patterns of violence 
in areas of Company operations for educational, 
predictive, and preventative purposes.

Human rights records. Risk assessments should 
consider the available human rights records of 
public security forces, paramilitaries, local and 
national law enforcement, as well as the reputa-
tion of private security. Awareness of past abus-
es and allegations can help Companies to avoid 
recurrences as well as to promote accountability. 
Also, identification of the capability of the above 
entities to respond to situations of violence in a 
lawful manner (i.e.,consistent with applicable inter-
national standards) allows Companies to develop 
appropriate measures in operating environments.

Rule of law. Risk assessments should consider 
the local prosecuting authority and judiciary’s ca-
pacity to hold accountable those responsible for 
human rights abuses and for those responsible 
for violations of international humanitarian law in 
a manner that respects the rights of the accused.

Conflict analysis. Identification of and under-
standing the root causes and nature of local con-
flicts, as well as the level of adherence to human 
rights and international humanitarian law stan-
dards by key actors, can be instructive for the 
development of strategies for managing relations 
between the Company, local communities, Com-
pany employees and their unions, and host gov-
ernments. Risk assessments should also consid-
er the potential for future conflicts.

Equipment transfers. Where Companies provide 
equipment (including lethal and non-lethal equip-
ment) to public or private security, they should 
consider the risk of such transfers, any relevant 
export licensing requirements, and the feasibility 
of measures to mitigate foreseeable negative con-
sequences, including adequate controls to pre-
vent misappropriation or diversion of equipment 
which may lead to human rights abuses. In mak-
ing risk assessments, companies should consid-
er any relevant past incidents involving previous 
equipment transfers.



ы୍سґஞչͫઁࡣگࡣܔ֨ڄݺـ
ՈङڄݺґચثЇПҁऀͫѣЏЭߓ
ܔЊґͫޑݒҶୂङ؍ҿީҸһػͫޑݒ
չҏы߄ߓӯञҼ৻澞֨Бଳ֢ڄݺ
Ԇ؍࡞ڠङەӑЈͫѣЏՕਈѫੴ۪ࡌੴ
չޑѣЏગܔ੭Ҥґڔڥљԉ۪ҿѕ߈ߊ
ыմङҸһ؍Ҷોऀ澞ԯ҅߈ߊҸһ؍Ҷୂ
љঅՠ֪ސչ֢گࡣ؟澝অՠыߓ߶ӕ澝
অՠ֢எыଳࡣङͫࡣۼڔސҍߓ੧Оё߄
ՕਈՇࣿ澞

ԊԃӗصҍߓङகͫԊԃҏ୍سыߓ
ङգͫޞ۩ћेઍЈӧਘ۠ۅԽөͫܶߛ
ҶୂФ؍ҶङҸһ؍ѣЏЊґஞѣЏح
ङҼ澞

Although governments have the primary role 
of maintaining law and order, security and re-
spect for human rights, Companies have an 
interest in ensuring that actions taken by gov-
ernments, particularly the actions of public 
security providers, are consistent with the 
protection and promotion of human rights. In 
cases where there is a need to supplement 
security provided by host governments, Com-
panies may be required or expected to con-
tribute to, or otherwise reimburse, the costs of 
protecting Company facil i t ies and personnel 
borne by public security. While public security 
is expected to act in a manner consistent with 
local and national laws as well as with human 
rights standards and international humanitar-
ian law, within this context abuses may nev-
ertheless occur.

In an effort to reduce the risk of such abuses 
and to promote respect for human rights gen-
erally, we have identif ied the following volun-
tary principles to guide relationships between 
Companies and public security regarding se-
curity provided to Companies:

Security Arrangements

Companies should consult regularly with host 
governments and local communities about the 
impact of their security arrangements on those 
communities.

Companies should communicate their policies 
regarding ethical conduct and human rights to 
public security providers, and express their 
desire that security be provided in a manner 
consistent with those policies by personnel 
with adequate and effective training.

Companies should encourage host governments 
to permit making security arrangements trans-
parent and accessible to the public, subject to 
any overriding safety and security concerns.
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ѣЏځથؔߊЊБଳ֢ڄݺչ֪॑ڢԚ
澞ݍր੧ڧङޑݒҶґஞ؍ѣЏؼ

ѣЏځથ܋ѕћҼйЏଳڴչыߓङ
ࡵѕћܶ߈ߊҶୂͫ؍ѮଇҸһސঌݺ
ଋׁઐङՠࠀыմͫљঅՠпݺঌސ
ङ؍҈ݕڔސҶґஞ澞

ѣЏځથ௴ԋڄݺҪકؼ▲п୍ङ؍
ҶொէҸѨҸ؍ڐҶґஞޑݒ澞

Ѣ Ў Љ ҷ Һ ، ҵ  ୈ ࣩ к ԇINTERACTIONS BETWEEN COMPANIES 

AND PUBLIC SECURITY
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ѣЏځથЊҸһ؍Ҷୂ▲ӯऀѕћ
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ҍࣘ澞
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Deployment and Conduct

The primary role of public security should be 
to maintain the rule of law, including safe-
guarding human rights and deterring acts that 
threaten Company personnel and facil i t ies. 
The type and number of public security forc-
es deployed should be competent, appropri-
ate and proportional to the threat.

Equipment imports and exports should comply 
with all applicable law and regulations. Compa-
nies that provide equipment to public security 
should take all appropriate and lawful measures 
to mitigate any foreseeable negative conse-
quences, including human rights abuses and 
violations of international humanitarian law.

Companies should use their influence to pro-
mote the following principles with public se-
curity: (a) individuals credibly implicated in 
human rights abuses should not provide secu-
rity services for Companies; (b) force should 
be used only when strictly necessary and to 
an extent proportional to the threat; and (c) 
the rights of individuals should not be violat-
ed while exercising the right to exercise free-
dom of association and peaceful assembly, 
the right to engage in collective bargaining, 
or other related rights of Company employees 
as recognized by the Universal Declaration 
of Human Rights and the ILO Declaration on 
Fundamental Principles and Rights at Work.

In cases where physical force is used by pub-
lic security, such incidents should be reported 
to the appropriate authorit ies and to the Com-
pany. Where force is used, medical aid should 
be provided to injured persons, including to 
offenders.
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Խө澧ИङпԽө澞ߎ

ѣЏځથڄݺܴݵ澝ࡇ॑֝չךଆু
ৃէ॑ѫୂ؍࡞҈ݕыׁߓઐչݾਃङԊ
ԃͫљՃ֨ߣߑ؟֢ڠґચثыߓુչ
வङԊԃ澞ސߓы୍س

ڀՅࣩࢨҌъت

ଭۨङыୂ؍࡞ੈԚֿӄङ॑ѫث
էБଳ֢ٷڣથҟઓځѣЏͫݏҍࣘङܶߓ
Ҙͫѣޞڢճ澞֨ଠܕҼПୂ߄ङڄݺ
Џ ځ થ ➻ ҏ લ ߲ ͫ  Ո ݒ ޑ ͫ ହ Ҳ Ӈ ࠩ Շ
ࣿ澞

ѣЏځથ॥ߢडषલ߲ङࣙӑͫٷࡌ
োеଠڢङઆӐ澞

Consultation and Advice

Companies should hold structured meetings 
with public security on a regular basis to dis-
cuss security, human rights and related work-
place safety issues. Companies should also 
consult regularly with other Companies, host 
and home governments, and civil society to 
discuss security and human rights. Where 
Companies operating in the same region have 
common concerns, they should consider col-
lectively raising those concerns with the host 
and home governments.

In their consultations with host governments, 
Companies should take all appropriate mea-
sures to promote observance of applicable in-
ternational law enforcement principles, par-
ticularly those reflected in the UN Code of 
Conduct for Law Enforcement Officials and 
the UN Basic Principles on the Use of Force 
and Firearms.
 
Companies should support efforts by govern-
ments, civil society and multi lateral institu-
tions to provide human rights training and edu-
cation for public security as well as their efforts 
to strengthen state institutions to ensure ac-
countabil ity and respect for human rights.

Responses to Human Rights Abuses

Companies should record and report any credi-
ble allegations of human rights abuses by pub-
lic security in their areas of operation to ap-
propriate host government authorit ies. Where 
appropriate, Companies should urge investi-
gation and that action be taken to prevent any 
recurrence.

Companies should actively monitor the sta-
tus of investigations and press for their prop-
er resolution.



ѣ Џ ځ થ љ ՠ ࣲ ङ ३ چ ड ष ગ ו ङ ҅
લ߲澞ڢӑͫ੧ଠەऀ҅ڢ࠳йЉثͫऀ

ێङҒݏҍࣘܶߓыثӤԊԃґચ▲ـ
ީљՕழङзؘОׂॅ澞ځથґܔҒ҈ݕێ
ৱङ؍Ҷ澞ҿѕ۪ݷՊ࠴ӹܶݏङௌיҒێ
澞ސҼ߄ো҈ݕӑەથંځێӕेङҒ۪

Companies should, to the extent reasonable, 
monitor the use of equipment provided by the 
Company and to investigate properly situa-
tions in which such equipment is used in an 
inappropriate manner.

Every effort should be made to ensure that 
information used as the basis for allegations 
of human rights abuses is credible and based 
on reliable evidence. The security and safety 
of sources should be protected. Additional or 
more accurate information that may alter pre-
vious allegations should be made available as 
appropriate to concerned parties.
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؍ङלૡ҈ݕ۞Љਈ۪Љ۠ڄݺБଳ֢ڢ
ҶԃґܔѣЏङыմչીфڷ߄ͫޞ
ड़ੈґ؍ҁОثҸһ؍ґङ੭ҭ澞֨य़ە
ӑЈͫड़ੈґீڷ؍գ֘࠶٫ݠङ֢ୂ؟
ৰਖ਼҅ऀਘԬٷͨՠҁͫୂࡣۼҿީػͧ
ड़ੈحԽөܶۅઍЈӧਘ۠܈ԃ澞۩ћ࠶ۅ
�ґ੧О澞؍

ड़ੈ؍ґځથସ،Ҹ՛ङҼйଳڴ੧
Оչыߓङݺঌͫସ،۱֢֨؟ङگࡣչЋ
Џ߶ӕͫସ،ंѣЏ澝ࡇ॑֝չڄݺӲؔ
ङ҄߂ҟͫࡣչҏସ،֢எыଳࡣ澞

ड़ੈґځ؍થґܴٵࡊङߐ܉ЊЋЏপ
வ澞ސङ҅ऀݵߪԃչ࠶ҿީ֨ػͫૅ

Where host governments are unable or un-
wil l ing to provide adequate security to pro-
tect a Company’s personnel or assets, it may 
be necessary to engage private security pro-
viders as a complement to public security. In 
this context, private security may have to co-
ordinate with state forces, (law enforcement, 
in particular) to carry weapons and to consid-
er the defensive local use of force. Given the 
risks associated with such activit ies, we rec-
ognize the following voluntary principles to 
guide private security conduct:

Private security should observe the policies 
of the contracting Company regarding ethical 
conduct and human rights; the law and profes-
sional standards of the country in which they 
operate; emerging best practices developed 
by industry, civil society, and governments; 
and promote the observance of international 
humanitarian law.

Private security should maintain high levels 
of technical and professional proficiency, par-
ticularly with regard to the local use of force 
and firearms.



ड़ੈ؍ґځથљՠࡣङۼڔސ੧Ҹԇ澞֨
થұӲչ崤ۡͫљգଠऀځԃङ҅ऀЇͫ࠶
ङ֢எܶސحब▲ਚङ࠶ऀ҅ڔސԃͫҿ
ыմ੧О،ө澧ࡣۼ澦৻ՠ֢ܬԕސحܶ
չ 澦 ৻ ՠ ֢ Ҽ й ҅ ऀ ࠶ ԃ չ ߪ ݵ ङ ׂ ߎ Խ
ө澧љՃंҸ՛澝ࡇ॑֝չڄݺӲؔङ߂
҄ҟࡣ澞

ड़ੈ؍ґځથ㇎੧߄Ҽଠڢ੧Оչ࠶ԃ҅
ऀङݺঌ澞Ҹ՛ځથਈडषѕћ֨пݺঌ
Јङ੧ОͫՕ੧ङઢͫՕࣞ߄ॹङআІސड
ष澞य़डषځથԕऀࢢثܬ৺۪ߓЉࡣ੧
Оङܶݏ੧દূલ߲澝அ࠲չӲۚऀࢢ࠲
㛝ޑݒ澝չ֨ଠڢङޞҘէ߄ҼࡣۼПୂ
ܕճङ३پ澞

ڣઓځݏ恠ङܶ⛗ߓґङы؍ड़ੈث߄۱
йثથ੧લ߲澞ځݏйे⣒ङܶث澞ࠄ֨
োܕથղځ҆ࠄङпݏґыմङпܶ؍
बҼङࡣۼПୂ澞Ҹ՛ځથ॥ߢडषલ
આӐ澞ڢোљଠࡌٷӑͫە߲

գѕћङ৺ਈ▲߽ͫड़ੈ؍ґځથՑ҈ݕ
▲пஅۅङչஅԬۅङ߆ԇͫЉځથՀЊ
ӱ֢ୂ؟չୂࡣۼङ੧ԈИ澞Ҹ՛ځથ
ܶؔਈלӱஅԬऩङͫюҁОஅԬ҅ऀङ
澞וչગߐ܉ԇ澝߆

Private security should act in a lawful manner. 
They should exercise restraint and caution in 
a manner consistent with applicable interna-
tional guidelines regarding the local use of 
force, including the UN Principles on the Use 
of Force and Firearms by Law Enforcement 
Officials and the UN Code of Conduct for Law 
Enforcement Officials, as well as with emerg-
ing best practices developed by Companies, 
civil society, and governments.
 
 Private security should have policies regard-
ing appropriate conduct and the local use of 
force (e.g., rules of engagement). Practice un-
der these policies should be capable of being 
monitored by Companies or, where appropri-
ate, by independent third parties. Such mon-
itoring should encompass detailed investiga-
tions into allegations of abusive or unlawful 
acts; the availabil ity of disciplinary measures 
sufficient to prevent and deter; and procedures 
for reporting allegations to relevant local law 
enforcement authorit ies when appropriate.

All allegations of human rights abuses by pri-
vate security should be recorded. Credible al-
legations should be properly investigated. In 
those cases where allegations against private 
security providers are forwarded to the rele-
vant law enforcement authorit ies, Companies 
should actively monitor the status of investi-
gations and press for their proper resolution.

Consistent with their function, private secu-
rity should provide only preventative and de-
fensive services and should not engage in ac-
tivit ies exclusively the responsibil i ty of state 
military or law enforcement authorit ies. Com-
panies should designate services, technology 
and equipment capable of offensive and de-
fensive purposes as being for defensive use 
only.
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ड़ੈ؍ґځથͧGͨЉ⚕࣓ࢄыߓҍࣘ
ङЗѽОѣЏ؍҈ݕҶґஞ߆ԇ澞ͧHͨю֨
ङыէଭۨچङ३ڢҘͫљଠޞङڷ
ٵԃ澞ͧIͨ֨Зѽ੧҅ৈ॑ਘं澝չ࠶ऀ҅
தѫङߓӯ澝੧҅தѽળӮङߓӯ澝੧҅澦
Ѝउы؛ߓઈ澧չ澦֢எԍٗুৃҼйٗҁ
ИङԽөЊߓӯङ؛ઈ澧ИઍգङѣЏ৺մ
ङबҼߓӯͫޞЗѽङߓӯЉՉҍࣘ澞

֨ ҅ ऀ ࠶ ԃ ङ ࠄ ҆ И ͫ ؍ ґ ځ થ ଠ ڢ ֪
લ߲ܕٷճোҸ՛澞ڷځͫޞથէࡌԉй
࠶澞֨҅ऀޑݒҼङПୂ۪Ոۚ㛝߄
ԃङ֪ځͫސથ㦈ܔՉѯыմͫԕܬଔࡣы
մ澞

ड़ੈ؍ґځથڱੂܔङҒێङґͫۅإ
ஔள߽ҟѫԮՃӱ۱ԕխङԽө澞

Одӗ؍صґыմߓङகչҏ୍س
ыͫߓ۩ћӲؔдЈவङਘ۠ۅ੭ҭԽөչ
澞ސحܶ

ଠڢङەӑЈͫҸ՛ځથرЇଚԽөҁО
ՠգߚԕ֨ܬЊड़ੈ؍ґङՠИ澞ґચ
ड़ੈ؍ґыմݎՉଋଠڢङׁઐ୍ͫسմ
Њ֪ৃুސङߓӯ澞֨Օ੧ङ३چЇͫҸ՛Њ
ड़ੈ؍ґФङՠИځથࡌલ߲Љࡣ੧О
չऀࢢ৺ߓङ੧Оͫࡌଠڢङۚ㛝ޑݒ澞ՠ
Иځથ֨ͫेޢड़ੈ؍ґे߄Љࡣ੧О۪ࢢ
ऀ৺ߓङ੧ОͫޞҪકҸ՛ৄ࠲ՠ澞

Private security should (a) not employ individ-
uals credibly implicated in human rights abus-
es to provide security services; (b) use force 
only when strictly necessary and to an extent 
proportional to the threat; and (c) not violate 
the rights of individuals while exercising the 
right to exercise freedom of association and 
peaceful assembly, to engage in collective 
bargaining, or other related rights of Compa-
ny employees as recognized by the Univer-
sal Declaration of Human Rights and the ILO 
Declaration on Fundamental Principles and 
Rights at Work.

In cases where physical force is used, private 
security should properly investigate and report 
the incident to the Company. Private securi-
ty should refer the matter to local authorit ies 
and/or take disciplinary action where appropri-
ate. Where force is used, medical aid should 
be provided to injured persons, including to 
offenders.

Private security should maintain the confiden-
tiality of information obtained as a result of 
its position as security provider, except where 
to do so would jeopardize the principles con-
tained herein.

To minimize the risk that private security ex-
ceed their authority as providers
of security, and to promote respect for hu-
man rights generally, we have developed the 
following additional voluntary principles and 
guidelines:

Where appropriate, Companies should include 
the principles outl ined above as contractual 
provisions in agreements with private securi-
ty providers and ensure that private security 
personnel are adequately trained to respect 
the rights of employees and the local commu-
nity. To the extent practicable, agreements be-
tween Companies and private security should 
require investigation of unlawful or abusive 
behavior and appropriate disciplinary action. 
Agreements should also permit termination of 
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Оґચड़ੈ؍ґљЊЇଚԽөब▲ਚङސ
થջતځҶґஞͫҸ՛؍҈ݕ੧Уԇͫ㇎ڔ
չडषड़ੈґ؍澞ଠڢङޞҘͫҸ՛ځથ
⚕ї੮֪ސы৩ङड़ੈ؍ґ҈ݕ澞

Ҹ՛ځથؙ߲⚕ङड़ੈ؍ґङਅްͫ
ػ ҿ ީ ࢢ ऀ ࠶ ԃ ङ ސ வ 澞  य़ ؙ ߲ ځ થ ԕ
ثԇङછѳͫљՃ߆ڄݺљӹОБଳ֢ͫܬ
ङڄݺґыմչ؍ґङՅ୍૯ѡͧԯड़ੈ؍
ӣԕͨީիфࣿଋएਖ਼澞

Ҹ ՛ ځ થ Њ ҿ ѕ Ҹ ՛ 澝 ߎ ֢ ֢ ؟ Ҹ ԇ ы
մ澝Бଳ֢֢؟Ҹԇыմչࡇ॑֝ؼड़ੈ
ҘͫޞङࡣЌՠڢ澞ଠࡶґङԷ੧с؍
Ҹ՛ځથҏثड़ыੈ؍ґङЉࡣ੧Оչؘ
澞ࡶङсێ੧ОबҼҒߓҍޑ

the relationship by Companies where there is 
credible evidence of unlawful or abusive be-
havior by private security personnel.

Companies should consult and monitor pri-
vate security providers to ensure they fulf i l l 
their obligation to provide security in a manner 
consistent with the principles outl ined above. 
Where appropriate, Companies should seek 
to employ private security providers that are 
representative of the local population.

Companies should review the background of 
private security they intend to employ, par-
ticularly with regard to the use of excessive 
force. Such reviews should include an assess-
ment of previous services provided to the host 
government and whether these services raise 
concern about the private security f irm’s dual 
role as a private security provider and gov-
ernment contractor.

Companies should consult with other Compa-
nies, home country officials, host country of-
ficials, and civil society regarding experienc-
es with private security. Where appropriate 
and lawful, Companies should facil i tate the 
exchange of information about unlawful activ-
ity and abuses committed by private security 
providers.
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